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| Use Case Name: | Login | |
| Scenario: | A user wants to access their account by providing valid login credentials. | |
| Triggering Event: | * The user submits the login form with email and password. | |
| Brief Description: | This use case allows a registered and approved user to log into the system. It validates the credentials and grants access upon successful authentication. | |
| Actors: | * User  System | |
| Stakeholders: | * Customer * Admin * Delivery | |
| Preconditions: | * The user is already registered. * The user has a valid and verified email. * The system is online and accessible. | |
| Post conditions: | * On success: User is authenticated and granted access with a session token. * On failure: User remains unauthenticated and receives an appropriate error message | |
| Flow of Activities: | Admin | System |
| 1. User enters email and password. | * 1. The system checks if the user exists   2. System verifies password   3. checks if the user account is approved.   4. system returns a success message and session/auth token. |
| Exception Conditions: | 1.1 If the email or password is incorrect Show error: "email or password is not correct."  1.2 If the account is not approved → Show error: "Email should be verified." And send verification message  1.3 If database/server is unavailable → Show error: "Login service temporarily unavailable." | |